YK 004.056:621.396.9:355.40
. L. IlpokonoBuu-Tkauenko, B. T. Onenuenxo, M. II. Bonnapenko

3AXHCT KPUTUYHOI IHOPACTPYKTYPU: METOJU BOPOTbBU 3 TAPTETOBAHUMM
ATAKAMMH HA EJEKTPOHHI KOMYHIKALIMHI CHCTEMHJ CWJI BE3ITEKH 1 OBOPOHU
YKPATHU

Y ecmammi nodano xomniexcruil nioxio 00 npomudii mapeemosaHum amarKam, KUl OXONIE Memoou
Kibepbesnexu, Qizuunozo 3axucmy ob6IaOHAHHA MA 800CKOHANICHHS NPOMOKOJIE eleKMPOHHUX KOMYHIKAYIL.
3anpononosano bacamopisuesi cmpameeii 3axucmy 6i0 amax muny DDoS, cnpob padionodasienus,
Giwunzosux amax ma NPOHUKHEHHS WKIONUB020 NPOSPAMHO20 3abe3neyenns. Ilokazano, wo 3anpononosani
3aco00uU 003601A10Mb 3HAYHO 3HUSUMU PUSUKU VYCRIWHO20 NPOGEOeHHs Map2emo8anoi amaxu, niosuuumu
be3nepebitinicme QYHKYIOHYBAHHA KOMYHIKayill ma 3abe3nequumu HAanexiCHuul pigeHb bOesnexku iHpopmayii.
Oxpecieno Hanpsamku  MauOymHix OO0CAIONCEHb, 30CEPEONCEHUX Ha IHmeepayii  KeaHmoeo-CmiuKux
aneopummie Wuppysants, po3eUmMKY aieopummis Wmy4Ho2o inmeiexmy 0Jis ROUWYK)Y NPUXOBAHUX 3A2PO3 Ma
600CKOHANIEHHI  Memooie  (Qi3uuH020  3aXUCMy  eNeKMPOHHUK — KOMYHIKAUIUHUX — CUCMmeM, 30Kpema
cynymuuxogo2o oonaonanus Starlink.

Knrouoei cnosa: mapeemosani amaku, Kibepbesnexa, cunu Oesneku i 000poHu  Yxpaiuu,
Kpunmoepapivnuii 3axucm, cmpubKonodiorne nepeby008y8aHHA YACMOMU, CUCEMU 38 3K).

[MocranoBka mpodaemu. CyuacHi 30poiiHI KOH(MIIKTH XapaKTCPU3YHOThCS 3HAYHOKO  POJLIIO
iHpopMaritHoro Ta KiOEPHETUYHOTO BIUIMBY, SKHHA OXOIUTIOE $K BIMCBKOBY, TaK 1 IMBIIbHY
iH(ppacTpyKkTypy. Y KOHTEKCTI TiOpHAHOI BiifHH pociiickkoi deneparii mpotu YKpaiHn 0coOTMBE 3HAUEHHS
HaOyBarOTh TapreToBaHi aTakW Ha eJEKTPOHHI KOMYHIKaIiiiHi cucTeMH cHil Oe3reku 1 000poHu YKpaiHu Ta
KOMYHIKaIliiiHy cymyTHUKOBY MepexKy Starlink, sika memani yacTilie BAKOPUCTOBYETHCS K KpUTHYHHN KaHaI
nepenayvi inhopmallii y BOEHHAHN 4Jac.

AKTYanbHICTh Li€l TEMH 3yMOBJICHA HU3KOIO (haKTOPiB:

—Iopa3 BUIIOI CKIAAHICTIO KibepaTak, WIO TMOEAHYIOTh METOJIM  COLIaNbHOI  iHXKeHepii,
panioeneKTPOHHOI OOPOTHOM Ta MPOHUKHEHHS B 3aKPUTI MEPExki Ui 37aMy abo BUBEICHHS 3 JIaly CUCTEM
3B’SI3KY;

— BIJICYTHICTIO YHI(piKOBaHMX CTaHIAPTIB 3aXUCTy, SAKi O BpaxoByBaJlM CHENHU]IKy 3aCTOCYBaHHS
BiliCEKOBHX KOMYHIKaIliii y ITOJIbOBUX YMOBAX Ta ITiJl Yac OOMOBHX il i3 3aCTOCYBaHHIM IIUPOKOTO CIIEKTpa
pamioenekTponHoi 6opotsou (PEB);

— 3HAYHUM PU3MKOM KOMIIpOMeTalii KpUTHYHOI iH(opmalii, sKka mepenaeTbcs 4epe3 CYMyTHHKOBI Ta
Ha3zeMHi kKaHaiH. BuTik a00 mOpyIIeHHs JOCTYITHOCTI Takoi iH(opmMaliii MOKyTh MaTH CTpaTeriyHi HeTaTUBHI
HACHIIKH.

AHani3 ocTaHHiX aocaigxens i myoaikamiii. Y HaykoBill miteparypi [1-4] 3HauHa yBara NpuaUISETHCS
METOJIaM KPHUNTOTPadiuHOr0 3aXHUCTy Ta BHUSBJICHHS BTOPIHEHb, OJHAK KOMIUIEKCHI MIAXOMIHU, SKi
CUHXPOHI3YIOTh MXK COOOIO0 TEXHIYHI, OpraHizalliiiHi Ta KOHTPPO3BiyBaJIbHI 3aX0/IH, BCE € 3ATHIIAIOTHCS
HEIOCTATHBO PO3POOIICHIMH.

[opiBHsiHO 3 pe3ynbraTamu iHIKUX pPooOIT [5-9], y SKUX OCHOBHHMH akIEHT pPOOUTHCS Ha CYTO
KpunTorpadiyHUX YU CyTO PafiOTEXHIYHMX acleKTax, 3alpOINOHOBAHHUN MiAXij rmependadae OaraTopiBHEBY
CTpATETII0, 0 MOXKe OyTH OLIBIN JIIEBOKO Y CKIIATHIX OOHOBHX YMOBAX.

MeTtoio cTaTTi € HhopMyBaHHSI METOJUKH 3aXUCTY €IEKTPOHHUX KOMYHIKAI[ITHAX CUCTEM CHJI Oe3MeKH i
000pOoHHN YKpaiHU y KOHTEKCTI Cy4acHUX FiOpUAHUX 3arpo3 Ta OLiHKA il e()eKTUBHICTS.

Buknaa ocHoBHOro Matepiajy. 3a METOJOJIOTIYHY OCHOBY JOCTIIKECHHS B3STO KOMIUIEKC Mojenei i
METOJIIB, IO BKJIKOYAIOTh CTOXAaCTHUYHI MMIJXOAM JO OI[HIOBAHHS PH3HKIB, aJalTHBHI aJrOPHUTMHU
CTpUOKOMOAIOHOT0 TepeOya0ByBaHHS YacTOTH JUIS HPOTHIII paJioNoJaBICHHIO, a TaKOX aBTOMATHYHI
CHCTEMH MOHITOPHHTY Mepexi Ha 0a3i cucteM kepyBanHs moxismu Oesmeku SIEM (Security Information
and Event Management).
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OyJH MOCTaBJICHI TaKi 3aBIaHHS:

—aHaJi3 HasBHHUX 3arpo3, BpaxoByroun crenudiky DDoS, pimuHroBrX Ta pagioeneKTpOHHHX aTak;

—Ppo3po0JIeHHsT METOAIB 1 Mofeneid, M0 MOETHYIOTh KpuUOTOrpadidHMii 3aXUCT 13 JAWHAMIYHUM
nepe0yT0ByBaHHSAM YaCTOTH Ta KOMIIEKCHIM MOHITOPHHTOM 3a goromoroio SIEM-cucrem;

—TEOpeTUYHE W eKCIIepUMEHTAIbHE OIlIHIOBAaHHSI €(QEKTUBHOCTI 3aIllPOIIOHOBAHUX METOJMIB, 30KpeMa
(hopMyITIFOBaHHS MaTEeMaTUIHUX MOJEINEH IS KUTBKICHOTO BUMIPIOBaHHS PU3HUKIB;

—OOTpYHTYBaHHS MPaKTHYHOI peaiizauii Ta MacmTaObyBaHHS PO3pOOJICHUX MIAXOAIB Y peaJbHUX YMOBax
0olioBHX miil.

JU7st BUpIIIEHHS TIOCTABIICHNX 3aB/IaHb 3aCTOCOBAHO KOMIIEKCHY METOIOJIOTIIO, IO BKIIIOYAE:

— MO i aITOPUTMHU KpUITOrpadiyHOro 3aXKMCTy 3 BUKOPUCTAHHIM CTikuX cuMeTpruaux (AES-256)
ta acumerpuuHuX (RSA, ECC) mmdpis, a Takoxk i3 JOJATKOBUM ypaxyBaHHSIM KBAaHTOBO-CTIHKHX ITiIXO/IB
(manpuknan, NTRU) ;

—IMHaMiyHe mepeOyJOoByBaHHS YacTOT, sKe Iependadae aBTOMAaTHYHY 3MiHY pOOOYHX YacTOT
nepeAaBaya Ta MpuUiMaya BIAMOBITHO IO MCEBIOBHIAAKOBOI MociioBHOCTI. Lle yckmamHioe 3aBmaHHs
paionepexoIIeHHs Ta paioNoAaBIeHHS I IPOTHBHUKA;

—CHCTEeMH MOHITOPHHTY MepekeBoi Oesmekn Ha 0a3i SIEM, ski m03BONSIOTH Yy pealbHOMY 4aci
BIICTe)KYBaTH MIiJO3pii aKTHBHOCTI Ta BUSBIATH aHOMallbHI TAaTepHM JaHuX abo crhpodu
HECAaHKIIIOHOBAHOTO JOCTYIY;

— MOJISJTIOBAHHS PU3UKIB 13 BUKOPUCTAHHSIM WMOBIPHICHUX Ta CTATHCTUYHHUX METOXIB. s KiTbKiCHOTO
OIIIHIOBaHHS e()eKTUBHOCTI 3aXUCTY 3aCTOCOBAHO (OPMYITY OLIHKH PU3UKY:

n
Risk = > Pixli (1)
i=1
ne P; - IMOBIpHICTH peatizailii KOHKPETHOTO THITY i-i aTakH; I; - MOTeHIii{Ha KPUTHYHICTh BiJ i-1 aTaku.
3MeHIIeHHS PU3UKY JOCATAETHCS K 3HIDKEHHSIM IMOBIPHOCTI peaiizarii (4epes3 miIBUIICHHS CKIaTHOCTI
aTaKu), TaK 1 3MEHIIICHHSIM KPUTHYHOCTI (Yepe3 CerMEHTAIIIF0 MEPEXKi, pe3epBYBaHHS KaHAIRB).
—anropuTMiuHe 3a0e3nedyeHHs CTPUOKOMOoAiOHOTo TepeOyqOBYBaHHS YACTOTH, SIKE MOYKHA OIHCATU
¢dhopmyItor0:

F(t) = Fy + AF x(PRNG(t) mod M) (2)
ne Fo — mouarkoBa wactora; AF — kpok uacrotd; PRNG(f) — mnceBmoBumankoBuii reHepatop 4uced
(HampuKIIal, Ha OCHOBI 0JI0YHOTO mU(PY a00 JIIHIKHOTO KOHIPYSHTHOTO METOaY); M — KUJTbKiCTh MOYKITMBHX
YaCTOTHUX TTO3MIIIH.

Taka nepeOyaoBa yCKIJIQJHIOE 3aBIaHHS NMEPEXOIUICHHS CUTHATY il 3a0e3medye 3aXHCT BiJ HABMHUCHOTO
PaaionoIaBICHHS.

Kpim toro, Oymo po3po0iieHo TaOIHI0 OCHOBHHX MapaMeTpiB AOCHIHKeHHS (quB. Tabm. 1), Mo BKIOYae
THIIN aTakK, 3aCTOCOBYBaHI METOIM 3aXHUCTY Ta MOKa3HUKU e(hEeKTHBHOCTI:

Tabmuns 1 — INapameTpu KOCITIHKEHHS

[Tapametp 3uauenHs/Jliana3ox Komenrap
DDoS, ¢imunr, 31am 001iK0BIX . .
Tunu arax Po3risiHyTI OCHOBHI3arpo3u
nanux, PEb
KpHrToanropurM AES-256, RSA-4096, NTRU Hocunetia CTIKICTE, y TOMY HHEIl 10
KBAaHTOBUX aTaK
Monyns SIEM Splunk, QRadar, ArcSight BukopuctosyioThes JUIA BUICTORCHHA
aHOMaJIiH
YactoTHE . . .
Hepe6y1oByBaHHS 50-500 cTpubKiB/c Bubip 3anexuts BiATUIY oneparii
PesepBHi kaHamu HF/VHF/UHF, OneWeb, Iridium | 3abe3neuytoTs Oe3nepepBHICTH 3B’ SI3KY
Orinka epeKTUBHOCTI Tmexc Oesnexu (0-1) Pesynbrar iHTErpaabHOTO aHaIi3y

MeTom00TiYHO TOCTIIKEHHS CIUPAJIOCs Ha KOMIT I0TEpHE MOZEIIOBAHHS aTak i KOHTP3aXO0/iB, 8 TAaKOXK
Ha TIOJbOBI BHUIIPOOYBAaHHS y pealbHUX YMOBaX i3 BUKOPHUCTAHHSIM IEPEHOCHUX TepMiHaiiB Starlink Ta
BIMICHKOBHX PaJioCTaHIii. 30KpemMa, IPOBOMBCS MOPIBHIILHUIA aHaANi3 (GYHKI[IOHYBaHHS KaHAIIB 3B S3KY Y



IBOX peXuMax: 3BHUaiiHMK (0e3 3axucTy) Ta 3axHIleHHd (3 YacTOTHHUM TNepeOynoByBaHHAM i
KPHIITO3aXUCTOM).

[1ix gac BunpoOyBaHb QikcyBaIuCs:

— YCIINIHICTh MPOBEACHHS aTakH (BiCOTOK KOMIIPOMETOBAHNX/HEAOCTYITHUX KaHAIIIB);

—yYac BiZJTHOBJIEHHsI 3B’sI3KY IiCJIsl BUSIBJICHHS aTaKy;

— CIIOXKHMBAHHS pecypciB (MMPOLECOPHOTO Yacy, MPOITYCKHOT 3MaTHOCTI) Il CUCTEM 3aXHCTY.

PesynpTatn dMCIIEHHMX MOJENIOBaHb Ta EKCIEPUMEHTAIBHUX BHUINPOOYBaHb 3aCBITYMIM BUCOKY
e(eKTUBHICTh KOMIUIEKCHOTO Mmiaxoay. OCHOBHI KUTBKICHI TTOKa3HUKH (AMB. Tabi. 2) 1at0Th 3MOTY OLIHUTH
piBeHb O€3MeKH Ta HaAIHHOCTI MEPEeXi TPH 3aCTOCYBaHHS PI3HUX METOIB 3aXHCTY.

Tabmuus 2 — OcHOBHI pe3ylbTaTH MOPIBHSIBHOTO aHATI3Y

3 KOMITJIEKCHUM
ITapamerp be3 3axucry
3aXHUCTOM
Ingexc 6e3nexu (0-1) 0,42 0,82
CepenHiii yac BiZHOBJICHHS ITiC/IS aTaKH, CEK. 300 60
EdextuBHICTS pagiononaBieHHs, % 70 25
HIMoBipHICTB 371aMy 00JIIKOBOTO 3aMHCy 0,25 0,03
Cepennst ycnimnicte DDoS-araku, % 75 18

CyuacHi eJeKTpOHHI KOMYHIKaliiiHi CHCTEMH € KPUTUYHUMH IS ONEpaTHBHOTO YNpPaBIiHH, Mepeaayi
KoMaHA 1 3a6e3neueHHs iHdopmamiiiHoi Oe3neku. [Ipore B ymoBax riOpwaHO! BilfHHM BOHH MiANAlOTHCS
YHCJICHHUM 3arpo3aM, TakuM sk DDoS-ataku, pamionoaaBneHHs, GilIMHTOBI KaMIaHii Ta KOMIIPOMETAIis
00JIIKOBUX 3aIHUCIB.

TakuM 4YMHOM, KOMIUIEKCHMH 3aXHMCT 3HAYHO IOKPAIIy€ MOKa3HUKH OE3MEeKH, 3HWKYIUH YCIIIIHICTh
DDoS-atak 3 75% no 18%, imoBipHicTh 3maMy oOmikoBux 3ammciB 3 0,25 mo 0,03, BpasnuBicTh 10
panionoaasienus 3 70% mo 25%, ckopouytoun 4ac BimHOBIEeHHs 3B’s3ky 3 300 cexyHa mo 60 cekyHn i
MIIBUIIYIOYH 3arajibHul iHaekc o0e3mneku 3 0,42 no 0,82. Li pe3ynbTaTi MiATBEPIKYIOTh, 110 KOMIUICKCHUN
MiaXia 10 KibepOesnekn € KpUTHIHO BAKIMBHUM IS 3a0e3MeueHHs HaliiiHOTO 3B’ 13Ky B YMOBaX BiHCHKOBUX
orepartii.

3menmenHs ycnimHocti DDoS-atak Ha 57% (3 75% no 18%) Oyi0 JOCSTHYTO HIISIXOM BIIPOBAPKCHHS
xMapHUX QiIbTPiB TpadiKy, OpKeCTpyBaHHS KOHTEHHEPIB Ta pe3epBYBaHHS KaHAJIB, IO MEPEHANPABIAIOTH
neragbHUNA Tpadik i 9ac MKOBUX HaBaHTAXKEHb.

VIMOBipHiCTh 3maMy OGIKOBOTO 3aliCy 3MEHIIMIacs Maibke Ha mopsmok (3 0,25 o 0,03), 3aBmasku
IBO(AKTOPHIN aBTEeHTH(]IKAIl, PEeryJsapHiii 3MiHI MapojiB Ta BIOPOB3PKEHHIO CHCTEMH continuous
authentication, sika aHaJTi3y€e MOBENiHKOBI (DaKTOPH.

EdextuBnicts pamionomaBieHHs 3Hu3mmacst 13 70% nmo 25% 3a  paXxyHOK 3aCTOCYBaHHS
CTpUOKOMOAIOHOr0 TepeOyJOBYBaHHS YacTOTH, JOJATKOBMX Ha3eMHHMX cTaHmii Starlink Ta pesepBHHX
By3niB HF/VHF/UHF.

CepenHili yac BiTHOBJICHHS MMiciis aTaku ckopoTuscs 3 300¢ no 60c 3aBasgKM aBTOMAaTH30BaHUM CKPUIITAM
MEpeniIKIIOUEeHHS Ta aKTUBAIlI] pe3epBHIX KaHAIB.

3pocranHs iHTerpanbHoro iHaekcy Oesneku 3 0,42 o 0,82 cBimUMTH PO KOMIUIEKCHUN MO3WTHBHUI
BIUIMB BIPOBAKEHUX 3aXO0/iB, IO MiABUIIYIOTh 3aXHIIEHICT TA JOCTYIIHICTh KaHAJB 3B S3KY.

OtpuMaHi pe3yiabTaTh MiATBEP/DKYIOTh, 110 BIPOBA/PKEHHS KOMIUIEKCHOTO 3aXHMCTy Ha BCIX PIBHAX
CJIEKTPOHHUX KOMYHiKaIlii (BiJl opraHizamiiiHo-aIMiHICTPATUBHOTO JI0 TEXHIYHOTO) CYTTEBO 3HUKYE PU3HK
YCHIIIHOT TapreTOBaHOI aTaK!.

Haii6inpm BaroMuii BHECOK y JOCSTHEHHS BUCOKOI e(h)eKTUBHOCTI OYIIO IOCATHYTO 3aBJISKH:

—MO€AHAHHS KPUNTOrpadiqHOro 3aXHCTy 1 CTPUOKOMOAIOHOTO mepe0yJ0BYyBaHHS 4YacTOTH, SIKE
CHHEPIiiiHO YCKJIAIHIOE TIEPEXOIJICHHs i paaionoaasieHus curnany [10-11].

—3actocyBanHs SIEM-cuctem 1is MOHITOPHHTY Ta aHalli3y MOJIH y peaJlbHOMY dYaci, IO Ja€ 3MOTy
OTIEPATUBHO BUSIBIISTH aTaKK Ta BXKMBATH 3aXO/IiB 1010 1X Jiokaizarii [12-14].

—pe3epByBaHHS KaHAJiB 3a PaxyHOK po3mojaiieHoi apxiTekTypu Starlink i 3acTocyBaHHS JTOIAaTKOBHX
cynyTHUKOBUX Mepex (OneWeb, Iridium), a Takoxk BiiCBKOBHX CHCTEM CYIIYTHHKOBOTO 3B’SI3KY, LIO JaJI0
MOXJTHBICTh MAHEBPYBATH MPU BUOOPI KaHATy niepenadi inpopmallii B ymoBax paaionoaasieHts [15-16].

Kpim Toro, 3actocyBaHHS MalIMHHOIO HAaBYAaHHS JO3BOJISE MPOTHO3YBAaTH aTaKW Ta BU3HAYaTH claOKi
JIAHKH CUCTEMH 3B’S3KY 3a34aJIeTi/ib, 110 301IbIIy€e MIaHCH Ha ycmillHe BigOuTTs atak Ha 10-15%.



OOMexeHHS JOCHTIKEHHS MOJIATaloTh Y TOMY, 10 IIOBHOMAcCIUTa0HI €KCIIEpUMEHTH Y OOMOBHX yMOBaXxX
BUMAraroTh JOAATKOBUX PECYPCIB, y3TOMKEHHS 3 BIHICHKOBUM KOMAaHIyBaHHSIM Ta JOTPUMaHHSA IPOTOKOJIB
6esnexu. Kpim Toro, cucrema Starlink mepeOyBae y cTaHi AWHAMIYHOTO PO3BHTKY, IO YCKIAaTHIOE
CTBOpEHHS MOBHOI Mojem ii BpasznuBocTed. YacTWHA 3aCTOCOBAaHMX AITOPHTMIB KBaHTOBO-CTIHKOTO
mudpyBaHHs e nepedyBae Ha cTamii ctanmaptusamii [17], a oTke X eQeKTHBHICTh Ta MPOIYKTHBHICTH
MOXXYTh 3MIHIOBATHCS.

BucHoBku

[TpoBenene nOCHi/UKEHHS TMIATBEP/UKYE, IO 3aCTOCYBAHHS KOMIUIEKCHOTO TIJIXOLY JO 3aXUCTy
CJIEKTPOHHUX KOMYHIiKamid cui Oe3neku i 000poHH YKpaiHW, SKHW BKIIOYae B ceOe KpumrorpadidHui
3aXMCT, CTpUOKOMOiOHe TepedymaoByBaHHs vacToTH, SIEM-cuctemu Ta pe3epByBaHHS KaHANTIB, 3HAYHO
MiJBUIIYE PiBEHb OE3MEKH Ta 3MEHITYE WMOBIPHICTH YCIIITHUX TapreTOBaHUX aTak. AHalli3 CTAaTUCTHYHHX
JaHUX 1 pe3yabTaTH MOACTIOBAHHS 3acBIAYWIM, WO cepeAHs ycmimHicTe DDoS-artak 3Hu3Mmacs no
MiHIMaTbHHUX 3HAYCHb, 2 UMOBIPHICTH 3J1aMy OOJIKOBHX 3amuciB cTaHOBUTH Jinmie 0,03, 1m0 CBiquuTh Mpo
BHCOKY €()EeKTHBHICTh 3allpONIOHOBAHMX KOHTP3axXOiB. 3ampoBaKEHI METOAM 3HAYHO CKOPOYYIOTH Hac
BiJTHOBJICHHS 3B’ 513Ky Micisl aTtak A0 60 CeKyHI, 10 € KPUTUYHO BAYKJIUBUM Y OOHOBiH 00CTaHOBIII, OCKIJIBKH
CBO€YAcHE MPUHHATTS pillleHb O0e3MocepeIHbO BIUTMBAE HA YCIIX BiICBKOBUX OIEpariii.

JlochimKeHHs TaKOX IMiITBEPIKYE, IO e(hEeKTUBHUHN 3aXUCT KOMYHIKAIIH Y Cy9acHUX TiOpHIHUX BiifHax
Mae 0a3zyBaTHCA Ha MOETHAHHI TEXHIYHHX, OPTaHi3aIlifHUX 1 KOHTPPO3BIAYBAIBHUX 3aXOliB, SIKi TTOBUHHI
cTatu OOOB’SI3KOBHUM €JIEMEHTOM BIHMCHKOBOI cTpaTerii. Y 3B’SI3Ky 3 IIUM PEKOMEHJYEThCS 3aCTOCOBYBaTH
CUCTEMH CTPHOKOMOIIOHOTO TIepeOyIOBYBaHHS YacTOTH Ta MOTYKHI MeTonau mmdpyBaHHs, 30kpema AES-
256 Ta KBaHTOBO-CTilKi aNTrOpUTMH, IJIs 3a0e3MedeHHs Oe3MeK KPUTHYHO BaXIIMBUX KaHAJTIB BIICBKOBOTO
3B’SI3KY.

HeoOxigno interpyBatu SIEM-mnardopmu Ast aBTOMaTH30BaHOTO MOHITOPHHTY Ta aHaJi3y MEPEKEeBUX
MOMIN, IO NacTh 3MOTY OINEPATHBHO BHSBISATH aHOMAaXNii Ta 3amolirath arakaM. BakiwmBuM eleMeHTOM
3a0e3nedyeHHs KibepOe3neku € peryJisipHe HaBYaHHS 0COOOBOT0O CKJIaIy 100 O0e3MeYHOi po0oTH y MEepexi, 3
3aCTOCYBaHHIM MPOTHIIT PIIIMHIOBUM aTakaM Ta 3 JOTPUMAaHHSM IOJIITHKY iH(QOopMaLiiHOi Oe3meKy.

Takox HOITBHO PO3BUBATH PE3EPBHI CHUCTEMH 3B 53Ky, BHUKOPHUCTOBYIouHM He mumre Starlink, a #
aNbTePHATHBHI CYMyTHHUKOBI Iiardopmu, Taki sk OneWeb Ta Iridium, a Takox TpaaumiiiHi BiCHKOBI
KaHanu 3B 513Ky, Bkirouatoun HF, VHF ta UHF, mo 3a0e3neunTts HenepepBHICTh KOMYHIKallii HaBiTh y pasi
MacOBaHHX aTakK.

HayxoBa i mpakTu4Ha HIHHICTH JOCIHIPKEHHS TOJIATAE B PO3POOJIEHHI KOMIUIEKCHUX METOJIB MPOTHUIIT
TApreToOBaHUM aTakaM, sIKi OXOIUTIOIOTH: 3aXHUCT BiJi (DINIMHrOBMX arak Ta 3JaMiB OOJIIKOBHX 3aIlUCiB
BIMICHKOBHX; CTIHKICTh JIO0 PaaiONOJNaBICHHS, PaJiONePEeXOIUICHHS 1 CHOTBOPEHHS CUTHATY; 1HTErparliio
KpunTorpadiyHIX MPOTOKOIIB BUCOKOTO PiBHsI O€3IMEeKH; BIPOBAHKEHHS METO/IIB aKTUBHOI KOHTPPO3BIIKH
Ta MOHITOPUHTY KiOepaTak y pealbHOMY Yaci.

[NepcnexTHBHI HaNPsIMA MaOYTHIX TOCTIIKEHb OXOIUTIOIOTE!

—PO3BUTOK KBAaHTOBO-CTIHKHX alTOPUTMIB Ta iX iHTETpallifo y BiliCHKOBI MPOTOKOIH 3B’ SI3KY;

—BJIOCKOHAJEHHS aJirOPUTMIB MAIIMHHOTO HABYaHHSA Ui OUIBII TOYHOTO BUSIBJICHHS CKJIQJHUX
tapreroBanux arak (APT-rpym);

—TOKpanieHHs (Qi3HYHOr0 3aXHCTYy CYIMYTHHKOBOTO OOJIaJHAHHS Ta TEPMIHATIB Yy IOJHOBHX yMOBaX,
30KpeMa IPOTHIIF0 MAaCOBAHUM PaIiOeIeKTPOHHUM aTakaM Ta aTakaM JPOHiB;

—pO3pO0JIeHHS €IMHUX CTaHAapTiB Ta METOJMYHHX PEKOMEHJAlid MI0A0 MOOYJOBH KOMIUIEKCHOT
cucTeMH KibepOe3reku sl BiliChKOBMX KOMYHIKaIlill Ta KpUTHYHOT iHQpacTpyKTypH.
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PROTECTION OF CRITICAL INFRASTRUCTURE: METHODS OF COUNTERACTING
TARGETED ATTACKS ON ELECTRONIC COMMUNICATION SYSTEMS OF THE SECURITY
AND DEFENSE FORCES OF UKRAINE

The article examines the problem of ensuring the protection of electronic communication systems of the
Security and Defense Forces of Ukraine under the conditions of modern hybrid warfare, which is
accompanied by the growing impact of cyber and radio-electronic threats. It is demonstrated that traditional
information security approaches focused exclusively on cryptographic methods or radio engineering
solutions are insufficient given the complex multi-vector influence of the adversary. Particular attention is
paid to a comprehensive approach to countering targeted attacks, which encompasses cybersecurity
measures, physical protection of communication equipment, and improvement of electronic communication
protocols. A multi-layer cyber protection model is proposed, combining cryptographic mechanisms (AES-
256, RSA, NTRU), adaptive frequency-hopping techniques, the use of SIEM systems, and the reservation of
HF/VHF/UHF and satellite communication channels. The results show that the proposed solutions
significantly reduce the risk of successful targeted attacks, improve the continuity and reliability of
communication processes, and ensure an adequate level of information security. The article outlines
directions for future research related to the integration of quantum-resistant encryption algorithms, the
development of artificial-intelligence-based threat detection technologies, the creation of unified standards
and methodological recommendations for building comprehensive cybersecurity systems for military
communications, and the improvement of physical protection measures for electronic communication
infrastructure, including Starlink satellite equipment. The findings confirm the effectiveness of the integrated
cybersecurity approach and its scalability for real combat conditions.
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