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The article presents a comprehensive approach to countering targeted attacks, covering cybersecurity
methods, physical protection of equipment, and improvement of electronic communication protocols. Multi-
level strategies are proposed to protect against DDoS attacks, radio-jamming attempts, phishing attacks, and
the penetration of malicious software. It is demonstrated that the proposed solutions significantly reduce the
risks of successful targeted attacks, improve communication continuity, and ensure an adequate level of
information security. Directions for future research are outlined, focused on integrating quantum-resistant
encryption algorithms, developing artificial intelligence algorithms for detecting hidden threats, and
enhancing physical protection methods for electronic communication systems, including Starlink satellite
equipment.

Keywords: targeted attacks, cybersecurity, security and defense forces of Ukraine, cryptographic
protection, frequency-hopping spreading, communication systems.

Statement of the problem. Modern armed conflicts are characterized by significant informational and
cyber influence affecting both military and civilian infrastructure. In the context of the hybrid war of the
Russian Federation against Ukraine, targeted attacks on electronic communication systems of the Security and
Defense Forces of Ukraine, as well as on the Starlink satellite communication network-which is increasingly
used as a critical information transmission channel during wartime-are of particular importance.

The relevance of this topic is determined by several factors:

- increasing complexity of cyberattacks that combine methods of social engineering, electronic warfare,
and penetration into closed networks aimed at compromising or disabling communication systems;

- the absence of unified protection standards that would consider the specifics of military communication
in field conditions and active combat involving a wide spectrum of electronic warfare systems (EW);

- significant risk of compromising critical information transmitted through satellite and terrestrial
channels, where leakage or loss of availability may lead to negative strategic consequences.

Analysis of recent research and publications. In scientific literature [ 1-4], considerable attention is given
to cryptographic protection and intrusion detection methods; however, comprehensive approaches that
synchronize technical, organizational, and counterintelligence measures remain insufficiently developed.

Compared with the results of other studies [5—9], where the primary focus is placed on purely cryptographic
or radio-technical aspects, the proposed approach provides a multi-level protection strategy that can be more
effective in complex combat environments.

The purpose of the article is to develop a methodology for protecting electronic communication systems
of the Security and Defense Forces of Ukraine in the context of modern hybrid threats and evaluate its
effectiveness.

Summary of the main material. The methodological basis of the study is a set of models and methods
that include stochastic approaches to risk assessment, adaptive frequency-hopping algorithms to counter radio
jamming, as well as automated network monitoring systems based on SIEM (Security Information and Event
Management) technologies.
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To achieve the stated objective, the following tasks were defined:

- analysis of existing threats, taking into account the specifics of DDoS, phishing, and radio-electronic
attacks;

- development of methods and models that combine cryptographic protection with dynamic frequency-
hopping and comprehensive monitoring through SIEM systems;

- theoretical and experimental assessment of the effectiveness of the proposed methods, including the
formulation of mathematical models for quantitative risk measurement;

- justification of the practical implementation and scalability of the developed approaches under real
battlefield conditions.

To address the assigned tasks, a comprehensive methodology was applied, including:

- models and algorithms of cryptographic protection using robust symmetric (AES-256) and asymmetric
(RSA, ECC) ciphers, as well as additional consideration of quantum-resistant approaches (for example,
NTRU);

- dynamic frequency hopping, which provides automatic changes of operational frequencies of the
transmitter and receiver according to a pseudo-random sequence, complicating radio interception and radio
jamming for the adversary;

- network security monitoring systems based on SIEM technologies that allow real-time detection of
suspicious activity, anomalous data patterns, or attempts at unauthorized access;

- risk modeling using probabilistic and statistical methods. For quantitative evaluation of protection
effectiveness, the risk assessment formula is applied:

n
Risk =Z Pi x Ci, (1)
i=1

where Pi is the probability of a specific type of i-th attack;
Ci is the potential criticality of the i-¢4 attack.
Risk reduction is achieved both by reducing the probability of attack implementation (through increasing
attack complexity) and by reducing criticality (through network segmentation and channel redundancy).
The algorithmic support of frequency-hopping spreading can be expressed by the formula:

F(#) = Fy+ AF x (PRNG (f) modM) )

where F0 — initial frequency;
AF — frequency step;
PRNG(t) — pseudo-random number generator (based on a block cipher or linear congruential method);
M — number of available frequency positions.
Such frequency hopping significantly complicates signal interception and ensures protection against
intentional radio jamming.
Additionally, a table of the key research parameters has been developed (see Table 1), including types of
attacks, applicable protection methods, and performance indicators.

Table 1 — Research Parameters

Parameter Value/Range Comment
DDoS, Phishing, Credential . .
Attack Types Compromise, EW Major threats considered
. Enhanced resilience, including
Crypto-algorithms AES-256, RSA-4096, NTRU .
against quantum attacks
SIEM Module Splunk, QRadar, ArcSight Used for anomaly tracking
. Choice depends on the type of
Frequency Hopping 50-500 hops/s operation
Backup Channels HF/VHF/UHF, OneWeb, Iridium | Ensure communication continuity
Effectiveness Assessment Security Index (0-1) Result of integral analysis
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The methodology relied on computer modeling of attacks and countermeasures, as well as field testing
under real conditions using portable Starlink terminals and military radio stations. A comparative analysis was
carried out in two operational modes: standard (unprotected) and protected (with frequency-hopping and
cryptographic protection).

During the tests, the following metrics were collected:

- success rate of the attack (percentage of compromised/unavailable channels);

- communication restoration time after attack detection;

- resource consumption (CPU usage, bandwidth) for protection systems.

The results of numerous simulations and experimental testing demonstrated the high efficiency of the
comprehensive approach. The main quantitative indicators (Table 2) allow assessing communication security
and reliability when different protection methods are applied.

Table 2 — Key Results of Comparative Analysis

Parameter Without Protection With Comprehensive Protection
Security index (0-1) 0.42 0.82
Average recovery time after 300 60
attack, sec
Radio-jamming effectiveness, % 70 25
Probability of c.redentlal 095 0.03
compromise
Average success of DDoS 75 18

attack, %

Modern electronic communication systems are critical for operational command, transmission of orders,
and ensuring information security. However, under hybrid warfare conditions, they face numerous threats
such as DDoS attacks, radio jamming, phishing campaigns, and credential compromise.

Thus, comprehensive protection significantly improves security indicators, reducing DDoS attack success
from 75% to 18%, credential compromise probability from 0.25 to 0.03, susceptibility to radio jamming from
70% to 25%, and decreasing communication recovery time from 300 seconds to 60 seconds, while raising the
overall security index from 0.42 to 0.82. These results confirm that a multilayer cybersecurity approach is
critical to maintaining reliable communication during military operations.

A 57% reduction in DDoS attack success (from 75% to 18%) was achieved through the implementation of
cloud traffic filtering, container orchestration, and channel redundancy that reroutes legitimate traffic during
peak loads.

The probability of credential compromise decreased almost tenfold (from 0.25 to 0.03) due to two-factor
authentication, regular password rotation, and the implementation of continuous authentication systems
analyzing behavioral factors.

Radio jamming effectiveness was reduced from 70% to 25% through the use of frequency-hopping,
deployment of additional Starlink ground stations, and backup HF/VHF/UHF nodes.

The average recovery time after an attack decreased from 300 seconds to 60 seconds due to automated
reconnection scripts and activation of redundant communication channels.

The increase of the integral security index from 0.42 to 0.82 indicates a comprehensive positive effect of
the implemented measures, enhancing the protection and availability of communication channels.

The obtained results confirm that implementing comprehensive protection at all levels of electronic
communication systems-from organizational-administrative to technical-significantly reduces the likelihood
of successful targeted attacks.

The most significant contribution to high protection effectiveness was provided by:

- the combination of cryptographic protection and frequency-hopping, which synergistically complicates
signal interception and intentional jamming [10-11];

- the use of SIEM systems for real-time monitoring and event analysis, enabling rapid detection of attacks
and timely response to contain them [12—-14];
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- channel redundancy through distributed Starlink architecture and additional satellite networks (OneWeb,
Iridium), as well as military satellite communication systems, which enabled maneuvering between
transmission channels under jamming conditions [15-16].

Additionally, the use of machine learning makes it possible to predict attacks and identify weak points in
communication systems in advance, increasing defensive success rates by 10—15%.

The study’s limitations include the need for additional resources, military authorization, and adherence to
security protocols to conduct large-scale experiments in real combat conditions. Furthermore, the Starlink
system is undergoing continuous development, complicating the creation of a complete model of its
vulnerabilities. Some quantum-resistant encryption algorithms remain under standardization [17], and their
effectiveness and performance may change.

Conclusions

The conducted study confirms that the application of a comprehensive approach to the protection of
electronic communications of the security and defense forces of Ukraine, which includes cryptographic
protection, frequency-hopping, SIEM-systems, and channel redundancy-significantly increases the security
level and reduces the probability of successful targeted attacks. Statistical data analysis and modeling results
demonstrated that the average success rate of DDoS attacks decreased to minimal values, and the probability
of credential compromise was reduced to only 0.03, indicating the high effectiveness of the proposed
countermeasures. The implemented methods considerably reduce the communication recovery time after
attacks to 60 seconds, which is critically important in combat conditions, where timely decision-making
directly affects the success of military operations.

The study also confirms that effective communication protection in modern hybrid warfare must be based
on the combination of technical, organizational, and counterintelligence measures, which must become an
integral component of military strategy. In this regard, it is recommended to use frequency-hopping systems
and robust encryption methods, including AES-256 and quantum-resistant algorithms, to ensure the security
of critical military communication channels.

It is necessary to integrate SIEM platforms for automated monitoring and analysis of network events,
enabling rapid detection of anomalies and preventing attacks. An important element of cybersecurity is the
regular training of personnel on safe network practices, including countering phishing attacks and complying
with information security policies.

It is also advisable to develop backup communication systems using not only Starlink but also alternative
satellite platforms such as OneWeb and Iridium, as well as traditional military communication channels
including HF, VHF, and UHF, ensuring continuity of communication even during large-scale attacks.

The scientific and practical value of the study lies in the development of comprehensive methods for
countering targeted attacks, which include: protection against phishing attacks and credential compromise;
resistance to jamming, interception, and signal distortion; integration of high-security cryptographic protocols;
and the implementation of active counterintelligence methods and real-time cyberattack monitoring.

Prospective research areas include:

- development of quantum-resistant algorithms and their integration into military communication
protocols;

- improvement of machine learning algorithms for more accurate detection of sophisticated targeted
attacks (APT groups);

- enhancement of physical protection of satellite equipment and terminals in field conditions, including
countering large-scale electronic warfare attacks and drone-based attacks;

- development of unified standards and methodological recommendations for building a comprehensive
cybersecurity system for military communications and critical infrastructure.
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3AXUCT KPUTHUYHOI IHOPACTPYKTYPU: METOJIU BOPOThBU 3 TAPTETOBAHUMH
ATAKAMM HA EJIEKTPOHHI KOMYHIKAIIIMHI CACTEMHU CWJI BE3IEKU I OBOPOHHU
YKPATHU

Y cmammi posensnymo npobnemy 3abesneueHHss 3aXUcCmy eneKmpOHHUX KOMYHIKAYIUHUX cucmem Cui
be3nexu i 0OOpoHU YKpainu 6 yMo8ax cy4acHoi 2iOpUOHOI GIlHU, WO CYNPOBOONCYEMbCA 3POCTNAHHAM
Kibepuemuunux ma paodioerekmponHux 3azpo3s. Ilokazano, wo mpaduyitini nioxoou 00 3axucmy iHgpopmayii,
OPIEHMOBAHT uwe HA KPpUNmocpapiuni memoou 4u paoiomexuiuni piuleHHs, € HeOOCTMAMHIMU 8 YMOBAX
CKAAOH020 6a2amogekmopro2o enaugy npomusruka. Ocobaugy ysazy npuoiieHo KOMHIEKCHOMY Ni0xody 00
npomuoii mapeemosanum amaxam, KUl OXonaoe memoou Kibepbesnexu, izuunozo 3axucmy 001a0HAHHS
ma B0OCKOHANEHHS NPOMOKONIE eNeKMmpOHHUX KOMYHiKayii. 3anponounosano 6Oazamopignegy Mmooennb
Kibepzaxucmy, wo noeoHye kpunmoepagiuni mexamizmu (AES-256, RSA, NTRU), adanmugne
cmpubxonodibne nepebyoosysanns uacmomu, euxopucmants SIEM-cucmem i pesep8ysanus Kanaunie
HF/VHF/UHF ma cynymuuxosux mepesc. [loxazano, wo 3anpononosaui 3acobu 00360510Mb 3HAYHO
SHUBUMU — PUSUKU  VYCRIWHO20 NPOBEOeHHs — mapeemosanoi amaxu, nidguwumu  Oe3nepeobiinicmy
@yHKYiOHY8aHHA KOMYHIKAYIN Ma 3a0e3neyumu HaiedcHul piseHs besnexu ingopmayii. OKpecieHo HanpamMKu
MAUOYMHIX O0CHIONCEHb, 30CEPEeONCEHUX HA IHmespayii KEAHMOB0-CMIUKUX AN2OPUMMIE WUDPYEaHHS,
PO3GUMKY  ANICOPUMMIG WMYYHO20 [HMeNeKmy Ol NOWYKY NPUXOBAHUX 3A2P03, PO3POONIEHHI EOUHUX
cmanoapmie i MemoOUUHUX PeKOMeHOayiti wodo nobyo0o8u KOMNIEKCHOI cucmemu KibepOesneku Ois
BILICLKOBUX ENeKMPOHHUX KOMYHIKAYIL MA 800CKOHANEHHI Memo0i @Qi3uuH020 3aXUCmy eneKmpOoHHUK
KOMYHIKQYIUHUX cucmem y MOMY UYUCAI CYRYMHUK08020 o00Oaadnaumusa Starlink. Ompumani pesyromamu
niomeepodNCcyIoms  eheKmueHicmy  IHMe2po8ano2o0 nioxody 00 Kibep3axucmy ma MONCIUBICMb U020
Macumaby8aHHs 0N YMO8 PedsibHuX O0osUX Oil.

Knrouosi cnoea: enexmponui KOMyHIKQYitini cucmemu, mapeemosani amaxu, Kibepbesneka, cuiu be3nexu
i 060poHu YKpainu, KOMHWIEKCHUL 3aXucm, Kpunmozpa@isi, cmpubkonodione nepeby008y8anHs Yacmomu,
cucmemu 38 sI13KY.
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