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CUCTEMA KIBEPBE3NEKHU ITYBJITYHOI'O CEKTOPY YKPAIHU: CTPYKTYPHI )
INPOBJIEMMU, YIIPABJIHCBKI MOJIEJII TA CTPATEI'TYHI HAIIPSIMKU MOJEPHI3AIIILI

Y cmammi obrpynmosano cmpameziuni 3acadu pozsumxy cucmemu xibepbesnexu nyoaiuHo20 cexmopy
Ykpainu ¢ ymosax yugposoi mpancgopmayii, espoinmezpayii ma eocnnux 3acpo3. Ha ocnosi anmanisy
HAYIOHANIbHUX CMPAMe2IYHUX OOKyMeHmie [ Mmidcnapoouux nioxoois: Jupexmusu NIS 2 (Network and
Information Security Directive 2, nopmamusno-npasosuti axkm €C w000 3ax00ie i3 3abe3neuenms 6UCOK020
cninbHoz20 pisns kibepbesneku ¢ oepoicasax-unenax), NIST CSF 2.0 (Cybersecurity Framework — pauxosa
Mooenb ynpasninis kibepbesnekoro), Zero Trust (apximexmypHuil nioxio ujo0o kibepbesnexu, sikuil 6a3yemvcs
HA NPUHYUNL «HIKOMY He O0O08Ipsll, yce Nepesipsily), — CUCMEMAMU308aHO YNPAGNIHCLKI [HCIMpPYMeHmu
Kibepzaxucmy nyoaiyHux iHcmumyyii. Buseneno cmpykmypui npobaemu. hpazmenmapHicmos pecyro8anHsi,
HepisHOMIpHicmb  Kibep3pinocmi, kadposutl Oeghiyum, Hedocmamus iHmezpayis YNpaeuiHCbKUX i
MEXHONOSTYHUX PilleHb, CLAOKICMb PUBUK-OPIEHMOBAH020 YRPAGTIHHA MA KYIbmypu 6e3nexu. 3anponoHogano
cmpame2iuni Yini U NPUHYUNU, KOHYENMYAIbHYy MOOeib pPO36UMKYy md IHcmpymenmu il peanizayii,
MOHImMOpUH2Y Ul OYiHIOBAHHS eheKMUBHOCHI OJi OP2aHi8 0ePIHCABHO20 YNPABIIHHSL.

Knrouoei cnosa: xibepoesnexa, nyoniunuii cexmop, oepocague ynpapninas, NIS 2, NIST CSF 2.0, Zero
Trust, kiGep3pinicTh, KIOEPCTIHKICTB.

IMocTranoBka mpobaemu. CtpiMka 1udpoBizamis MyOIivHOTO CEKTOpY YKpaiHu (€IeKTPOHHI MOCIYTH,
PEECTPH, MDKBIIOMYi IUIAT(HOPMHU) PO3IIMPIOE TIOBEPXHIO aTaKW Ta MiJABUILYE 3aJICKHICTh ICPKABHOTO
yIpaBIiHH Big U(PPOBUX KOMIIOHEHTIB, 1110 € THITOBUM BHKIUKOM JUTSI IIU(POBI30BAaHUX CUCTEM MyOIiYHOTO
aJMiHICTpYBaHHS i KpUTUYHOI iH(pacTpykTypH [4, 7, 11]. B yMoBaxX BOEHHOTO Yacy i pU3HKH TTOCHITIOIOTHCS
riOpugHAM XapakTepoM 3arpo3, KOJMM KiOEpBIUIMB TOEAHYETbcA 3  1H(GOPMALIHHO-TICHXOJIOTIYHUMHU
oreparlisiMi Ta THCKOM Ha CIIPOMOKHICTh JiepyKaBH Oe3NepepBHO HalaBaTH my0OsiuHi mociyru [7, 11].

[lompn HasBHICTP HOPMATWBHUX 1 OpraHi3allifHUX €JIEeMEHTIB KiOep3axucTy, y MyOIidYHOMY CEKTOpi
30epiratoThCsl CUCTeMHI Oap’epu: (parMEHTapHICTh pEryIIOBaHHsI, HEPIBHOMipHA KiOEp3piiCTh YCTaHOB,
KaJpoBHid JedinuT, crabka iHTerpaiis yNpaBIiHCBKUX 1 TEXHIYHUX pIlICHb Ta HEJAOCTaTHHO PO3BHHYTE
MapTHEPCTBO 3 NPUBATHUM 1 TPOMaJITHCHKUM cekTopamu [7, 8, 11]. V takiii curyarii MoaepHi3alist cucteMu
kibepOesmekn moTpedye Mepexoay BiJ MEepeBaXHO PEAKTHBHHUX NPAKTHK JI0 PH3UK-OPIEHTOBAHOI MOJEIi
YIpaBIIiHHS, Y3TOJPKEHOI 3 €BPONEUCHKUM peryIssTopHUMHU pamMkamu ctanaapty NIS 2, a Takox i3 cydacHuMHA
BUMOTaMu TexHouorii ynpasminas kibeppusukamu (NIST CSF 2.0 i Zero Trust) [12].

AHaJji3 ocraHHix npocaimkens i myouaikamii. IIpoGmemarmka kibepOesmeku MyOIIiYHOTO CEKTOpY
JOCTIKY€ETHCSl Ha TIEPETHHI JISP’KaBHOTO YIPaBIiHHA, TH(PPOBOI TpaHCopMaIlii Ta HAI[IOHATHHOI OE3IEKH.
3HayHui MacuB poOIT MPUCBIYCHUH 3aXUCTy KPUTUYHOT 1HQPACTPYKTYPH, €BOIIONIT 3arpo3 i MiIXoaaM JI0
3abesreyeHHs kiOepcridikocti [7, 11], a Takok cucTeMHMM Hachiakam nudposizaiii iHPpacTpykTypH i
YOpaBIiHCBKUX KOHTYpiB [4]. Okxpemi HOCHIIKEHHS NPONOHYIOTh I1HCTPYMEHTAJIbHI MigXOAW MO
CTPYKTypH3allii yNpaBIiHCBKUX 3HaHb (Hampukian, onrojorii/Knowledge Graph mnst kpuTH4HOT
iHppacTpykTypH) [10], mo MoXxe OyTH KOPHUCHHM JJIsi CTAaHAAPTH3AIlil MOJITHK 1 MPOIECiB y MyOIivyHHX
opraHax.

BojHouac y HayKoBOMY JMCKYpCl TIPOCTEKYIOTHCS TPOTANIMHU, KPUTHYHI caMe Jisl yOJIiYHOTO CEKTOpY
Vkpaiau: (1) moMiHyBaHHS TEXHIKO-TIPaBOBOTO ()OKyCy HaJ YIpaBIiHCHKAM aHaii3oMm; (2) HemocTaTHs
iHTerpaiis KibepOe3rneku B MO/IeIi HAJISKHOTO BPsTyBaHHS Ta IIOBHUH IIUKJ ITyOuIi4HOT omiTuky; (3) gedinur
LUTICHUX CTpaTeriyHUX MoJelieil, alanToBaHUX 10 YMOB IOBHOMAcIITaOHOI BiHM Ta €BpOiHTErpaLiiHUX
3000B’s13aHb [3, 7].

MeTto10 cTaTTi € TeopeTHuHe OOIPYHTYBaHHS Ta PO3POOJICHHS CTpATETiUHUX 3acal PO3BUTKY CHCTEMH
KiOepOe3neku y myOmiyHOMY ceKTOopi YKpaiHM Ha OCHOBI CHHTE3Yy YIPaBIiHCHKHX MOJIENIEH 1 MIXKHAPOAHUX
miaxXodiB N0 kibepzaxucty Ta Kibepcridikocti [7, 11]. JlocsrHenHs Metu mnependavae (GopMyBaHHS
THTETPOBAHOTO CTPATEriyHOro OaueHHs (IIijIei, IPUHITUITIB, IPIOPUTETIB), Y3roKeHOTOo 3 BUMoraMu NIS 2 Ta
norikoro ynpasminHs kibeppuzukamu NIST CSF 2.0 [12], a Takox Opi€HTOBaHOTO Ha peaii3amlilo B OpraHax
BJIaJI T4 MiCIIEBOTO CAMOBPSITYBaHHS.
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Buknaja ocHoBHOro marepiaay. Jlorika gocmipkeHHs nepeadayae 3MiCTOBE YTOUHEHHSI TAKUX OCHOBHHX
MOHATH, K cHCTeMa KibepOe3neKku y MmyOIigHOMY CEKTOpi Ta MEXaHi3MHU JEep KaBHOTO YIIPaBIiHHA y cdepi
KiOepOe3Iekn, a TakKoK BU3HAYCHHS HOro eeKTHBHUX METOIOJIOTIYHHX T AXOIIB.

Cuctemy kibepOesneku y myOmiyHOMY ceKTOpi YKpaiHH TPOIMOHYETHCS PO3YMITH SIK OpraHi30BaHy
CYKYITHICTh Cy0’€KTiB ITyOJIiYHOI BIIJH, HOPM IIpaBa, YHIPABIIHCHKUX MPOIECIB, IHCTUTYIIHHUX CTPYKTYP,
pecypciB 1 TEXHONOTIH, CHpSIMOBaHHX Ha 3a0e3redeHHs KOH(INEHIIIMHOCTI, IUTICHOCTI, AOCTYITHOCTI Ta
CTIMKOCTI iH(pOpMaLiiHUX pecypciB 1 iHGOpManiiHO-KOMYHIKaiiHUX CHCTEM OpraHiB JAep:KaBHOI BIalu,
MICIICBOTO CaMOBPSIAYBaHHS Ta MIAMOPAAKOBAaHMX iM opraHizamiil. Ctpareriui 3acagi po3BUTKY CUCTEMH
KibepOe3mekn — 1e CyKyImHICTh IOBTOCTPOKOBHX IUIEH, TPUHIIUIIIB, MTPIOPUTETIB, YIPABIIHCHKUX MOAETEH 1
0a30BHX PIMICHB MO0 APXITEKTYPH, IHCTUTYIIIHOTO TU3aiiHy Ta PECypCHOTO 3a0e3MedeHHsl, IKi BU3HAYAI0Th
OakaHWH CTaH CHCTEMH, TPAEKTOpil0 ii €BOMIOLil Ta NpaBWiIa yXBaJeHHA YNPaBIiHCHKUX pIlIeHb Yy
CEPETHBOCTPOKOBIH 1 TOBTOCTPOKOBI# TIEPCITCKTHBI.

[lopsim 3 mM MexaHI3MH JIep)KaBHOTO YIPaBIiHHSA y cdepi KibepOe3nmekn BapTO CHpPUAMATH SIK
IHCTUTYIIHHO 3aKpimiieHi cnocoOu BIUIMBY cyO’€KTiB MyOJiYHOI BiIagu Ha 00 €KT yNpaBIiHHS (CUCTEMY
KibepOe3nekn), 0 BKIIOYAIOTh MPABOBi, OpraHi3aliiiHi, eKOHOMi4Hi, iH(OpMaliliHi, TEXHOJIOTi4HI, KaapoBi
Ta KOMYHIKAI[iiiHi IHCTPYMEHTH, a TaKOX MPOIEAYPH TUIAaHyBaHHS, pealli3ailii, MOHITOPHHTY Ta OI[iHIOBaHHS
MOJIITUKY B 11iH cepi.

OTXe, CIUPAIOYUCh HA TaKe 3MICTOBE YTOYHCHHS, MOYKHA BU3HAYMTHU MPOBITHI METOMOJIOTIUHI IiAX0IU
MPEICTaBICHOTO TOCIIPKEHHS, Cepell IKUX HalOLIbII MPOyKTHBHAMH € TaKi:

1) cucremMHU# TiaXid, SIKMH T03BOJISIE PO3MIIAAATH KibepOesneKy myOIiYHOro CEKTOpY K GaraTopiBHEBY
cUCTEMY, Ji¢ B3aEMOXIIOTh HOPMATHBHO-TIPABOBHM, I1HCTUTYIIMHWH, TEXHOJOTIUHWHA, KaJApOBUH,
OpraHi3amifHO-TIPOLIeCyaTbHIN Ta KyIbTypHO-I[IHHICHHNA PiBHI;

2) IHCTUTYIIMHUM MiaXid, [0 aKIeHTye yBary Ha GOopManbHHX 1 HedopMaabHUX MpaBUIIax,
OpTraHi3alliifHuX CTPYKTYpaX, KOMIIETEHIIIsX cy0’€KTiB 3a0e3neueHHs KioepOe3neky, a TAKOK Ha MeXaHi3Max
MIXKBIJJOMYOI KOOPAMHAIIIT Ta B3aEMOII JiepKaBH, Oi3HECY W TPOMAaJITHCHKOTO CYCIIILCTRA,;

3) mporecHui MiIXi, SKUil 3aCTOCOBAHO IS aHATI3y UKy JEPXKaBHOI MOMITHKH y cepi KibepOe3nekn
— BiJ (opMysrOBaHHS MPOOJEMH Ta MMOCTAHOBKU LiJIeH 10 BIPOBAKEHHS, MOHITOPHUHTY, OL[IHIOBaHHS Ta
KOPEKIIii MONITHK 1 Tporpam;

4) pU3UK-OpIEHTOBAHWI TMimXig, 1m0 3a0e3nedye KOHICHTpAIl0 Ha OIHIOBaHHI W  yIpaBJIiHHI
KiOeppU3MKaMH, BKIIOYHO 3 PH3MKAaMH JIAHIIOTIB ITOCTadyaHHS, JIOJCHKOTO (akTopy Ta eKCILTyaTtarii
Bpa3IMBOCTEH iHQOpMALIHHUX cHcTeM MyOIiuHOrO cekTopy. Bin kopenroe 3 Bumoramu nupextuBu NIS 2 ta
cy4acHHMH (hperiMBOpPKaMH YIPaBIiHHS KiOeppHU3HKaMH;

5) mopiBHSIBHUI MMiIX1/1, SKHI BUKOPUCTAHO JJIsI 3ICTABJICHHS HAIlIOHAILHUX CTPATETYHUX TIOKYMEHTIB Ta
THCTUTYIIHHUX TIPaKTHK i3 €BponeiicbkuMU Ta MixkHapoaauMu ctangaptamu (NIS 2, NIST CSF, Zero Trust
Architecture), 110 703B0JIsIE aanTyBaTH HaWKpaIlli MPAKTHKH 10 YMOB Y KpaiHH.

Jlorika mocmijukeHHsS MoOyZOBaHA TAaKUM YMHOM: CHOYATKY YTOYHIOETHCS KaTErOpiaIbHUN amapaTr Ta
METOJIONIOTIYHI 3aca/iy; Nali — aHaTI3yIThCs TI00aNbHI TPEHIN Ta BUKIWKK KibepOesmeri; micis Mboro —
BUSIBIISIIOTBCSL CTPYKTYPHI MPOOJIEeMH BITUM3HSHOI cHcTeMH KibepOe3mneku y MmyOniyHOMY CEKTOpi; Ha Iii
OCHOBI (DOPMYITFOIOTBCSI CTpATETIUHI IiJTi, TPUHIMITH, IPIOPUTETU i TMPOIIOHYETHCS KOHIIENITyallbHA MOJICHb;
3aBepIIAbHUN OJIOK TPUCBAYEHO MeXaHi3MaM peaJizallii, MOHITOPHHTY Ta OILliHIOBaHHS e€(EeKTUBHOCTI.

Ha puc. 1 npoaeMoHCTpOBaHO 11i KJIFOYOBI METOOJIOTIHHI MiIXOJH, IO pa3oM (opMyIOTh ITICHY JIOTIKY
JIOCIIIJDKEHHS.



METOLOOJIONI4YHI niaxoam nocnig>xegHHHA

MNOPIBHANbHWUNA

OpraHizauyinHa cTpykKTypa
Ta IHCcTUTYL i

AHaniz B3AEMO3B'AZKIB
Ta ninicHocTi cucTeMn

MopieHanuna mogenen
Ta BeHYMapKiHr

CUCTEMHUWN HCTUTYLIAHUN

Mopeni npouecie
Ta GisHec-npouecn

OuiHka pUM3HKIB
Ta 3aXWUCT aKTURBIB

PU3UK-OPIEHTOBAHUWUN MPOLLECHWMA

Puc. 1 — KitrouoBi MeTOL0IOTTYHI ITIAXO0AN TOCIIIHKEHHS

VY IeHTpi 3HAXOAMUTHCSA BY30J METOAOJOTIUHUX MiIXOMIB, BiJl SIKOTO PO3XOASITHCS OCHOBHI aHAJITHYHI
HamnpsIMKH: CUCTEeMHHU X1 30CEPEMKYEThCS Ha aHaNi3i B3a€EMO3B’S3KiB MK €IEMEHTaMH CHCTEMHU W
TTO3BOIISIE PO3TIISATH 00’ €KT K IUTICHY CTPYKTYPY 3 IHTETPOBaHUMH KOMITOHEHTaMH; IHCTUTYIIHHIH T AX1,
CHpsSIMOBaHUI Ha OILIHKY OpraHi3aliifHOT CTPYKTYpH, pOJIi iHCTUTYLIH, popMabHUX 1 HEQOPMAaTBHUX TPaBHUIT
Ta MEXaHi3MiB ()YHKI[IOHYBaHHS;, MPOLICCHUHN MiIXiJ aKI[CHTY€E yBary Ha MOTOKaX i OIepallisx, o Ja€e 3MOTy
JTOCITI/PKYBATH TIOCIIOBHICTH JIiH, yIIPaBIiHCHKI ITUKIM Ta JIOTIKY peallizallii MONiTHK; PU3UK-OPIEHTOBAHUIMA
MiAXia 30cepemKyeThess Ha imeHTH(iKamii Ta OIiHIN 3arpo3, BU3HAYCHHI BPA3JUBOCTEH 1 MPOrHO3YBaHHI
PH3HKIB, IO J03BOJISIE BU3HAYATH KPUTHYHI TOYKU Ta OPMYBATH NPEBEHTHBHI MEXaHi3MH; MOPIBHUTbHAN
Mmiaxia 3a0e3nedye MOKIIMBICTh aHaNi3y allbTEPHATHB, 3ICTABICHHS PI3HUX MOJeENed 1 crpaTerid, Imo
JoroMarae o0paTH HalOIIbII ePEeKTUBHE pillIeHHs. Y CYKYIHOCTI I MiXoau 3a0e3nedyoTh OaraToBuMipHe
OaueHHs 00’ €KTa JOCIIHKSHHS Ta JO3BOJISAIOTH OTPUMATH KOMIUIEKCHI 30aJlaHCOBaHI BUCHOBKH.

Bax1MBUM YMHHUKOM IPE/ICTABICHOTO IOCHI/DKEHHS € TAKOK BPaxyBaHH: TOTO, IO CyYacHE CePeIOBUIIE
KiOepOe3nekn XxapaKTepu3yeThCsl HU3KOO TaKUX MOTYKHUX TEHACHIIH, KPUTHYHO BaXKJIMBHX IS ITyOJIIYHOTO
CEeKTOpYy:

— ridpuau3anis 3arpo3, MoeJHaHHA KibepaTak 3 iHPOPMAIIHHO-TICHXOJIOTIYHUMU OTepalisaMu, Qi3uaHIM
BIUTMBOM Ha iHQPACTPYKTYPY T4 EKOHOMIYHUM THCKOM;

— 3pOCTaHHS POJI JEpXKaB Ta HEICPIKaBHUX aKTOPIB, SAKI 3IHCHIOIOTH IUJICCIPSIMOBaHI Kidepataku Ha
myOJIi9HI IHCTUTYIIi1, BHOOPYY CHCTEMY, OPTaHU YIPaBIiHHS KPUTHYHOKO iHQPACTPYKTYPOIO;

— PO3IIMPEHHS TU(PPOBOTO CIiy JEpKaBU Yepe3 e-IOCIyTH, PEECTPH, CHCTEMH «EAMHOTO BiKHa», open
data-rutatdopmu, 110 301TBIIIYE TJIOMINHY aTaKH;

— MBHJKE BIPOBA/KEHHS XMapHHX CeEpBiciB, MOOUTbHMX pimeHb, loT-iHdpacTpykTypn Ta
IHTEJIEKTyaJIbHUX CUCTEM aHaJli3y JaHUX Y MyOJIYHOMY CEKTOPI;

— 3pOCTaHHS 3AJEKHOCTI MyONIYHOrO YNpPaBIiHHA BiJi MU(PPOBHUX TUIATHOPM, KEPOBAHUX TPUBATHUM
CEKTOPOM (XMapHi IpOBalJepH, TEIEKOM-0NIEpaTOPH, MOCTa4adbHUKU [ T-pilieHs).

[TapanensHo YKpaiHa Opi€eHTYeTbCS Ha TapMOHI3alilo BIACHOI CUCTEMHU KiOepOe3mneKkH 3 €BpoNnerchKUMHU
migxoaamu, Hacamnepen TOKTpuHOI NIS 2, ska BCTaHOBIIOE €MHE TIIyMadeHHS! IPAaBOBOTO CTAHAAPTY IS
3a0e3MeYeHHs] BUCOKOT'O PiBHS KiOepOe3neKkn B KpUTHYHHUX CEKTOPaX, BKIIOYHO 3 MyOJIIYHOIO aIMiHICTpaLi€lo,
Ta BUMArae Bijl AepKaB-wieHiB (opMyBaTH HallOHAJIBHI CTpaTerii, CHCTEMH KOOpAHMHALIl i MOHITOPHHTY
(Tabm. 1).



Tabmuug 1 — CrpykTypHi npobieMy HalliOHANBHOT CHCTeMH KibepOe3nekn y myOliYHOMY CeKTopi

Ne KurouoBa cTpykTrypHa mpodjema

1 @parMeHTapHICTh PEryNIOBaHHS: MiA3aKOHHI aKTH 1 BiOMYI JOKYMEHTH HEy3TO/KEeHi,
BIJICYTHS €IMHA METOAMYHA paMKa /ISl MiHIMAIbHUX CTaHIAPTIB, MOJIITUK Ta MIPOLEAYD

2 HepiBHomipHa kiGep3pinicTh: yacTuHa opraniB Biagu Mae cragaaptu i SOC/CSIRT-¢ynkuii,
ase GaraTo ycTaHOB, OCOOJHMBO MICIIEBHX, MpalIOIOTh HAa 3acTapimiii iHQpacTpyKTypi Ta 3
HedopMaTi30BaHUMU TIPOTIETypaMHu

3 ObmexeHunit kKagpoBuil moTeHIian: aedinut (axisiiB, KOHKYPEHIIiS 3 MPUBATHUM CEKTOPOM,
cirabka CUCTeMa IMiATOTOBKH Ta MOTHBAIIi1, IO 3HMKYE CIIPOMOXKHICT MIATPUMYBATH MOTPIOHUI
piBEHb KiOep3axucTy

4 HenocraTast iHTerparis pimieHb: TeXHIYHI 3acO00HM BIIPOBaPKYIOTHCS 0€3 3MiH y Mpolecax,
MOBHOB&KEHHSAX 1 perJiaMeHTaX, 10 3HUKY€E e)eKTUBHICTh IHBECTHUIIH y KibepOe3neky

5 Cnabkuii po3BUTOK PU3HK-OPIEHTOBAHOTO YIPABIIHHS: OIIIHIOBAHHS PU3HKIB MPOBOIUTHCS
eni30J1uuHO, popManbHO i 6€3 €MUHOT METOIOJIOTII, 1110 CYNEPEYHTh Cy4acHUM CTaHAapTaM

6 HenmocratHst B3aemomiss 3 Oi3HeCOM 1 TpPOMaasSHCHKMM CEKTOPOM: MeEXaHi3MH OOMiHY
iHpOpMaIli€ro, CIIUTPHUX HaBYaHb Ta IHIMJCHT-PETIOPTUHTY HPAIOI0Th (hparMeHTapHO

7 Hu3bka kynbTypa Oe3meku: JIOJACHKUN (haKTOp € TOJIOBHUM JDKEPEIOM Bpa3IMBOCTEH, a
MPOrpaMu i IBHIICHHsI 0013HAHOCTI MEPCOHANTY HE € CHCTEMHUMH.

VY cykymHOCTi HaBeieHi y TaOu. | pe3ynbTaTé AEMOHCTPYIOTH KOMIUIEKCHHH XapakTep CTPYKTYpHHX
nmpo0JieM i moTpedy B CUCTEMHOMY CTpPATEriYHOMY OHOBJICHHI MOJIENi KibepOe3neku myOIiyHOrO CEKTOPY —
BiJI HOPMaTHBHO-TIPABOBOTO 3a0€3IIe4YEHHS Ta KaJAPOBOi NOJITHKH J0 YIPABIIHCHKUX TPOIECIB, MAPTHEPCTBA
1 PO3BUTKY PU3UK-OPi€EHTOBAaHHX Migxo/iB. HeoOXimHICTh TaKOTO Migxoly OOIPYHTOBYETHCS THUM, WIO, SIK
MoKa3aHo y Ta0i. 1, HasBHI TPOOJIEMHU MaIOTh KOMIUIEKCHHI XapaKTep i OJJHOYACHO OXOILTIOI0Th HOPMAaTHBHO-
MPaBOBHH, OpTaHi3alliiHO-yIPaBIIHCHKUH, KaJpOBUH, TEXHOJIOTIYHUI Ta KyJIbTypHUH BUMIpH.

OTxe, MepLIOI0 CTPATEriyHoO LULII0 € 3abe3neveHHs CTiMKOcTi Ta Oe3mepepBHOCTI (PyHKIIOHYBaHHS
opraHiB MmyONiYyHOI BIQJAM Ta ENEKTPOHHWUX NyONIYHUX TOCIYT B yMOBaxX JECTPYKTUBHOI'O BIUTHUBY Y
KibeprnpocTopi. AKTYallbHICTh II€T I[iJTi BUILUIMBAE 3 HEPIBHOMIPHOCTI KiOep3piiocTi Ta HasIBHOCTI 3acTapisiol
1H(PACTPYKTYpH 1 MATBEPIKYETHCS 3POCTAHHAM TiOPHIHUX 3arpo3, ecKaJaIliero KidepaTak i MOCHICHHSIM
3aJIe)KHOCTI JePIKaBHOTO yIpaBiiHHs Bix nudpposux mwiardpopm [1, 7, 11].

Hpyra crtpateriuHa mijb nojsrae y GopMyBaHHI €IMHUX 1HTETPOBAHUX YIPABIIHCHKUX T4 HOPMATHUBHO-
METOJIMYHHX PaMOK CTaHIApTy KiOepOesmeku MyOIiuHOrO CEKTOpY, Y3TOJDKEHHX 3 iX €BpONeHCHKHMH
aHaJIOTaMH Ta HalllOHAJbHUMHE 0e3MEeKOBUMH MPiOPUTETAMH.

TpeThoto CTpaTEerivHOO IO € IMiIBUIIICHHS KiOep3pijIoCcTi OPraHiB BjiaJik Ha OCHOBI CTaHAapTU30BaHUX
MoJIeJIell OIiHIOBaHHS Ta PO3BUTKY CIIPOMOKHOCTEH, 110 BiIIOBIIa€ MDKHAPOIHUM ITiAX0aM, BUKJIQJICHUM Y
NIST CSF 2.0, ISO/IEC 27001 Ta BiIImoBiTHUX €BPONEHCHKUX MPAaKTUKax [6, 12].

UYerBepra cTpareriuHa Iiib Iependadae CTBOPEHHS CTallor0 KaJpOBOTO, OCBITHHOTO Ta HAayKOBO-
aHAJITUYHOTO NOTeHLiany KibepOe3neku myOmigyHoro cektopy. HeoOxinHicTh wiel nini 3yMmoBieHa Aepinqurom
kBaJTipikoBaHUX (paxiBLiB Ta cIAOKICTIO CHCTEMHOI MIATOTOBKH KaJIpiB, 110 BimoOpaxkeHo y Tabi. 1, a Takox
MiATBEPIKYETHCS HAI[IOHABHIMHY ¥ MI>XHAPOAHUMH aHATITHYHUMHK JaHumu [8, 9].

[I’ssta cTpareriyHa Iijib IOB’s3aHa 3 1HCTUTYIIOHAJI3ALIEI0 MMApTHEPCTBA JepaBH, Oi3HeCy Ta
TPOMaJITHCHKOTO CyCHibCcTBa y cepi kibepOesmekn. Sk mokazaHo y Tabn. 1, B3aemomis 3 Oi3HecoM i
IPOMAJISTHCHKAM CYCIIUILCTBOM 3aJIMINAETHCS OOMEXKEHOI Ta (QparMeHTapHOI, IO YCKIAJIHIOE OOMIH
1H(pOpMAITIEr0 PO 3arpo3u, MPOBEICHHS CIIIBHAX HaBYaHb 1 PO3BUTOK IHIMJIEHT-PEIOPTHHTY. MexaHizMu
TAKOro MapTHepcTBa IepeadadaroTbes Ak y NIS 2, Tak 1 B HallOHAIBHUX CTpAaTEriuHUX JOKYMEHTax Ta
MmikHapoaHux pekomenaanisx ENISA, NIST [6, 12].



Ha mincraBi BH3HAaYeHMX HaHUX € MOXIMBUM (POpPMyBaHHS KOHLENTYaJbHOI MOJEINi CTPaTeridHOro
PO3BUTKY CHUCTeMH KibepOe3neku y myOaiTHOMY CEKTOpI.

KOHLENTYAJIbHA MOLEJNb

CTPATErIIYHOIO PO3BUTKY CUCTEMW KIBEPBE3IMNEKHW
Y NYBJIIHHOMY CEKTOPI

HOPMATUBHO-CTPATEFNYHUA BNOK

3aKoHW, cTpaTerii, cTaHBapTHM

IHCTUTYLLIAHO-YNPABJIIHCbKUIA BNOK

OpraHu Bnaau, koopavHauis

MPOLLECHO-MOAITUYHUNA BAOK

MoniTHKK, Npoueaypn, periraMmeHTn

3B'A30K
3BOPOTHMU

00000

TEXHOJNOTNYHUN BJIOK

AMTALIA

IndpacTpykTypa, CUCTEMM 3aXUCTY

TA KOPEK

NAPTHEPCbKWW BJIOK

Cni obmin i

v

MOHITOPUHIOBO-OLUIHIOBAJIBHUW BJIOK
Aypnur, KPI, 3BiTHiCTE

YMOBHI NO3HAYEHHA:

— [pAMAA BNAKWE (= 3BOPOTHWA 3B'A30K —— ApanTauis

O>xepeno: pozpobneHo aBTOPOM

Puc. 2 — CtpykrypHi 0110KH KOHIIENTYaIbHOT MOJIET

[IpencraBiena Mojellb JEMOHCTPYE IIOCIIOBHY B3aEMOJII0 CEMU CTPYKTYPHHX OJIOKIB, SIKi pa3oM
(opMyIOTH CTpaTeriuny apXiTeKTypy PO3BHTKY CHCTeMH KibepOesmeku y myOmidHOMy cekTopi. [i BepxHiii
HOPMAaTHBHO-CTPATEriyHUN OJIOK 3a/la€ TPaBOBY, KOHIENTYaJbHY i METOAWYHY OCHOBY; HACTYHNHHH —
THCTUTYIIHTHO-YTIPaBIIiHCHKUI OJIOK 3a0e31euye po3moii posiel MiXK EHTPATLHUMHU 1 MiCIIEBUMHU OpraHaMu
BJIaJ(M, BU3HAYa€ MEXaHI3MU KoopauHamii Ta Qopmye iHcTUTYHiHYy iHppacTpyktypy (SOC, CERT,
MDKBIIOMYI LIEHTPH); MPOLECHO-TIONITUYHUI ONOK perymnoe 1uki (opMyBaHHS Ta peajizalii IepKaBHOI
MOJIITUKH: BiJ] aHAJIi3y MPOo0JIeM 1 po3po0JIeHHS PIIIeHb J0 BIPOBAPKEHHS, MOHITOPHHTY Ta KOPEKIIii.

Ha HbOro crnmpaeTrbcs TEXHOJOTIUHUH OJIOK, SIKUH OXOIUIIOE iHGPACTPYKTYpHI KOMIIOHEHTH, CHCTEMH
3aXUCTy, IHCTPYMEHTH MOHITOPUHTY, 3acTOCyBaHHs Mojenei Zero Trust Ta MIKHApOAHUX CTaHIAPTIB
kiOep3axucty. Jami Mopenb MepexXoduTh OO KaapOBO-OCBITHHOTO OJIOKY, IO (DOpMYye KOMIIETEHTHOCTI
MEePCOHATY, CUCTEMY IIIATOTOBKH, cepTHdikallii Ta KyibTypy Oe3mneku. [lopyd po3TamioBaHo mapTHEPCHKHIA
OJIOK, sSKHi 3a0e3ledye B3a€MOJII0 JepXKaBH 3 OI3HECOM, HAyKOBHMH YCTaHOBAMH, TPOMAISHCHKUM
CYCIINIBCTBOM 1 MDKHapOJAHMMH TapTHEPaMH, CTBOPIOIOYM CIIUIBHE CEpeloBUIE KibepcTidKoCTi.
3aBepIiajibHUM € MOHITOPHHIOBO-OI[IHIOBaJIbHHMIA OJI0K, BiAMOBIJaIbHUH 32 ayAUT, OLliHFOBaHHS 3pinocTi, KPI
(KJIF0YOBI TIOKa3HUKHU €(DEKTUBHOCTI), 3BITHICTH Ta (POPMYBAaHHS 3BOPOTHOIO 3B’S3KY, 110 CIIPHUSAE OHOBJICHHIO
MOJIITUK 1 ajjanTaiii CUCTEMH 10 HOBHX 3arpo3. lIpsmMuii, 3BOpOTHHIA 1 alanTUBHUIA 3B’ SI3KH MK OJIOKaMU
3a0e3Me4yIOTh HUKIIYHICTh PO3BUTKY, O€3MEPEPBHICTh YAOCKOHAIECHHS Ta y3TO/DKEHICTh YCiX KOMIIOHEHTIB
MOJETI.



[IpoTe po3BUTOK cucTeMu KibepOe3nekn y myOiyHOMY ceKTopi YKpaiHu BUMarae He JIMIIE CTPATEeTiqHO
chopMyITbOBaHUX IIJICH, ale i eeKTUBHUX THCTPYMEHTIB iX MpakTH4YHOI peamisanii. B ymoBax mudpooi
TpaHcopmallii, TormuoIeHol €BpOiHTErpallii Ta 3pOCTaHHs TIOPUIHUX 3arpo3 OpraHd JCpiKaBHOI BIAIU
NoTpeOyIOTh KOMIUIEKCHOI, B3a€MOTIOB’SI3aHOT Ta aJaNTHBHOI CHCTEMHU YIPaBIIHCHKUX, HOPMAaTHUBHHX,
TEXHOJOTIYHUX Ta KOMYHIKAI[ifHWX pimeHb. Bu3HadeHi y AOCHIMKEHHI CTpaTeTidHi 3acagud pPO3BUTKY
KibepOe3rnekn MyOIiYHOro CEKTOpYy CIPSAMOBaHI Ha MiJBUINCHHS KiOEp3piiocTi 1HCTUTYIIH, 3a0e3rmedeHHs
Oe3mepepBHOCTI MyOJiYHMX CEpBIiCiB, 3MII[HEHHS KaApOBOTO TMOTEHIialy Ta (QOpPMYyBaHHS CTaJluX
MapTHEPCHKUX B3a€MOIN MiX JAep:KaBolo, 013HECOM 1 TPOMAISHCHKHM CYCIIJIBCTBOM. Y IIbOMY KOHTEKCTi
BXIMBOIO CKJIAJIOBOI0 € CHCTEMAaTH3aIlisl IHCTPYMEHTIB JepXKaBHOTO YIPABIIHHS, SKi 3a0e3MedyoTh
MPaKTHYHY peasTi3aiiio CTPAaTeriaHuX OPiEHTHPIB.

[MpencraBnena cxema (puc. 3) AEMOHCTPYE JIOTIYHO BIOPSIKOBAHY apXiTEKTypy IHCTPYMEHTIB — BiJ
HOPMAaTHUBHOI OCHOBH JI0 TEXHOJIOTIYHHX pimieHb. BOHa IMIOCTpye KOMIDIEKCHY CTPYKTYPY IHCTPYMEHTIB
JIEpP’)KaBHOTO YMPABIIHHS, SKi 3a0€3MeuyloTh MPAaKTHYHY peami3allilo CTpaTeridHuX 3acajl PO3BUTKY
KibepOe3neku myoiuHoro cekropy. Cxema nmoOyqoBaHa 3a MPUHIMIIOM BEPTHKAIBHOI ITOCTiAOBHOCTI: KOXKEH
HACTYIHUH IHCTPyMEHTaJIbHHUN OJIOK CIIMPAETHCSI Ha TMOTIEPEIHIN Ta JOMOBHIOE HOTO.

IHcTpyMeHnTH peanizauii cTpaTeriyHmx 3acap
PO3BMTKY CMCTeMM KiDepDe3sneku y nyb6nivHoMy cekTopi

HopMaTHuBHI iIHCTPYMEHTH

(3akoHu, cTpaTerii, ctanpapTH)

OpraHizauiiHo-ynpaseniHceki iHCTpyMeHTH

(ISMS, SOC/CSIRT, koopauHauia)

'A30K

EKOHOMIi4HI iHCTpyMeHTn

WA 3B

(Grop>xeT, iHBECTHLIT, rpaHTH)

NMpamuia BNNus
ApanTauis noniTMK

3BOpOTH

IHbOpMaALIIMHO-KOMYHIKaUiAHI iIHCTPYMEHTH

{o6iznaHnicTs, HaBYaHHA, 3BITHICTE)

TexHonoriuHi iHCTpyMeHTH

(Zero Trust, UEBA, MFA, KpMNTO3axXucT)

Oxepeno: poapebneHo asTopom

Puc. 3 — [HcTpyMeHTH peanizalii cTpaTeriyHuX 3acaj PO3BUTKY CHCTEMH KibepOe3neku y myoaiuHoMy
CEeKTOpi

Cxema TakOX MICTHTh JBI KJIIOYOBI CHCTEMHI MeT/Ii. 3BOPOTHUH 3B’S30K (YEPBOHMU KOHTYp) 17I€ Bif
TEXHOJIOTIYHOTO OJIOKY 10 HOPMAaTHBHOTO Ta 3a0e3redye Teperiisy MOJITHK, OHOBJICHHS CTaHAAPTIB i
YIOCKOHAJIEHHSI BUMOT' HA OCHOBI OTPUMAaHUX PE3yJbTaTiB, ayJHTiB 1 BUSBICHUX 1HUUAEHTIB. AJalTHBHUN
3B 30K (3€JICHHMI KOHTYD) BiIOOpaXka€ MOXKJIMBICTh JUHAMIYHOTO KOPHIYBAaHHS YIPABJIIHCHKHX PIIICHb 1
HOPMAaTHUBHUX IIOJIOKEHb HA OCHOBI HOBUX 3arpo3, PO3BUTKY TEXHOJIOT1H Ta OHOBJICHHSI MI>KHAPOJHUX BUMOT.
VY CcyKymHOCTI cXema AEMOHCTpPY€, L0 cucTeMa KibepOe3meku IyOJiYHOro CEKTOpy € LHUKIIYHOIO Ta



CaMOIIiJICHITIOBAHOIO: PE3yIbTaTH MPAKTUYHOI AISUTHHOCTI MOCTIMHO MOBEPTAIOTHCS Y CTPATETIYHUN KOHTYP i
3a0e3nedyroTh Oe3nepepBHe BAOCKOHAICHHS MOJIENIeH, CTAaHAAPTIB 1 MPOLEAyp.

BucHoBku

VY nmocmimkeHH] BU3HAYEH] KIIIOYOBI MPOOIEMHU PO3BUTKY KibepOe3neKku MmyOIiqHOro CEKTOpyY, 0 MaloTh
CHUCTEMHHI XapakTep: (parMeHTapHICTh PETYJIIOBAHHS 1 MPAaKTUK, HEPIBHOMIPHICTH KiOep3pilocTi yCTaHOB,
neinuT KOMIETEHTHUX KaJIpiB, HEAOCTATHS IHTErpaLlisl yIPaBIiHCHKUX PillieHb 3 TEXHOJOTIYHUMHU, a TAKOXK
oOMe)KXeHa IHCTUTYITIOHaTI3a1lis mapTHepcTBa 1 00MiHy iH(dopMatiero ipo iHmuaeHTy. Lle popmye norpedy y
Mepexo/Ii BiJl MepeBaKHO PEAKTHBHOI MOJIENI 3aXUCTY O PU3UK-OPIEHTOBAHOTO YIPABIiHHS, € MPIOPUTETH
BU3HAYAIOTHCSI KPUTHUUHICTIO MOCITYT 1 MPOIECiB, a 3aX0AW OE3MeKH IHTerpyIOThCS Yy LHKI IUIaHyBaHHS,
OI0/PKeTyBaHHS, KOHTPOJIIO Ta ayIUTY.

CdopmynboBaHi cTpaTeriydi 3acagyl PO3BUTKY CHUCTEMH KiOepOe3leKd MOIIBHO pealli3oBYBaTH SIK
KOMIUJICKC B3a€MOIIOB’SI3aHUX HAMpPSAMIB: yIOCKOHAJICHHS HOPMATHUBHOI Ta OpraHi3amiiHOi apXiTeKTypH,
YIOPOBAKEHHA €IWHUX BHUMOT 1 TMpOLEAyp VIpaBIiHHS pHU3UKaMH, MiIBUIICHHA CTIHKOCTI Ta
BiJTHOBITFOBAHOCTI IU()POBUX CEPBICIB, PO3BUTOK CITPOMOXKHOCTEH MOHITOPHHTY W pearyBaHHS, ITiJCHIICHHS
3aXHCTY JIAHIIOTIB IOCTaYaHHs Ta CUCTEMHOT poOOTH 3 MOACKKUM (pakTopoM. [IpakTHyHMll aKIIeHT Mae OyTH
3po0JieHN Ha cTaHAapTu3alii mpoueciB (MOJMITUKU, PETJIaMEHTH, POJi BiANOBIAaTbHOCTi), pO3TOpPTaHHI
MMOKa3HUKIB PE3yJIbTATUBHOCTI Ta BiJIMOBIMHOCTI, 3a0€31eUeHH]I HABYaHHS TIEPCOHANY 1 KEpIBHOTO CKIIaay, a
Tako)X Ha CTBOPEHHI CTaTMX MEXaHi3MiB MIXBIZOMYOi KOOpAWHAII. Y MiICYMKY, CTpaTE€TiYHHN TMiIXinx
JI03BOJISIE TIEPEBECTH KibepOesIeKy 3 pexkuMy NepeBaKHOTO pearyBaHHsS Ha aKTyaJlbHI iHIHICHTH Y PEKUM
KEPOBAHOI CHCTEMH, JIe IHIIUCHTH HE CTAlOTh HOPMOIO YIPaBIIiHHS.

OTpuMaHi pe3ynbTaTd MalOTh MPHUKIATHE 3HAYeHHS s (opMyBaHHS Ta akTyamizamii JAepKaBHHUX i
BIJOMYHX TIpOrpaM KiOep3aXxHCTy, MIATOTOBKH YHPAaBIIHCHKUX PIllIEHb MO0 PECYPCHOTO 3a0e3MeYeHHS,
MPOEKTYBaHHS OpraizamiiHux Mojened ((QyHKii, MOBHOBa)KEHHS, BiAMOBINANBHICTH), a TaKOX I
MOJIEpHi3aIlil OCBITHIX 1 MiBUIIYBATBHHUX MPOrPaM, OPIEHTOBAHUX Ha KiOep3pilicTh MyOMYHUX 1HCTUTYIIHN.
BoaHouac citifi BpaxoByBaTH, IO 3alIPONOHOBaHI ITiAX0 1 TOTPEOYIOTh MOJABIIOT EMITIPHYHOT ITIEPEBIPKHU Ta
JeTanizanii Ha piBHI KOHKPETHHUX IHCTHTYLIHHUX KEHCIB 1 TUIIIB IU(POBUX CEPBICIB.

Hampsimamn momanpIiuX — JOCHIDKEHb MOXYTh CTaTH: €MITIPUYHA BaNiJaIlis 3alporOHOBAaHUX
CTpaTeTiyHUX 3acajJ Ha MPHKIAJaX OPraHiB BIAIM PI3HUX PIBHIB i3 MOPIBHAHHAM MpO(]illiB PHU3HKIB,
Kibep3piiocTi Ta oOpraHi3allifHUX Mojenel; po3pobieHHs (opMai3oBaHOT METOAWKU OIIHIOBaHHS
KiOep3piTocTi MyONiYHUX IHCTUTYMIA 13 YITKUMH PIBHAMH, BUMIPIOBAaHUMH KPHUTEPIsSMU Ta TpOQLIsMu
BiMOBiTHOCTI, a Takoxk moOymoBa cucremun KPI i merpuk edekTuBHOCTI, 30Kpema Hjsi BUSBICHHS,
pearyBaHHsI, BiTHOBJICHHSI, a TAKOXK JIJIs YIIPaBIIiHHS BPa3IMBOCTSAMH Ta PU3UKAMH JIAHIIOTIB IOCTAYaHHSI.
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CYBERSECURITY SYSTEM OF THE PUBLIC SECTOR OF UKRAINE: STRUCTURAL
PROBLEMS, GOVERNANCE MODELS, AND STRATEGIC MODERNIZATION DIRECTIONS

The article provides a comprehensive theoretical and methodological justification of the strategic
foundations for developing the cybersecurity system in the public sector of Ukraine amid digital
transformation, European integration, and full-scale armed aggression. Based on an analysis of current
legislation, the Cybersecurity Strategy and the Information Security Strategy of Ukraine, as well as
international standards (NIS2, NIST CSF 2.0, Zero Trust Architecture), the study systematizes modern
approaches to cybersecurity of public institutions. The content of key public administration categories adapted
to the sphere of public-sector cybersecurity is clarified, including “public-sector cybersecurity system”,
“strategic foundations for cybersecurity system development,” and “public-administration mechanisms in the
field of cybersecurity.”

Key global trends and national challenges are identified, along with structural problems of the national
cybersecurity system: fragmented regulatory frameworks, uneven cybersecurity maturity of public authorities,
workforce shortages, underdeveloped risk-oriented management and security culture, and limited partnership
engagement with business and civil society.

A system of strategic goals and principles for developing public-sector cybersecurity is proposed, oriented
toward ensuring the resilience of public services, integration of the governance framework, and
institutionalization of multilevel partnerships. A conceptual model of strategic cybersecurity system
development is elaborated, comprising normative-strategic, institutional-managerial, process-political,
technological, human-resource/educational, partnership, and monitoring-evaluation components. A set of
tools for implementation, monitoring, and performance evaluation—suitable for practical use in state and local
government bodies—is also outlined.

Keywords: cybersecurity; public sector; public administration, strategic foundations; NIS2; NIST CSF;
Zero Trust; cyber maturity, public policy; digital transformation, cyber resilience.
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